Belfield - Acceptable Use Policy for computer/ ICT use 
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Updated September 2018
1 The Parental Permission Form must be signed and returned to the school before pupil’s can use ICT equipment.
2 Pupils should only use the school computer systems for those activities and services (Internet and Email) which they have been given permission to use.

3 Pupils must only use the school computers with the permission and under the supervision of a member of staff.

4 Activities which use the Internet during taught lessons will be directly related to school work.  Use of the Internet outside of taught lessons is at the discretion of a member of staff who will set guidelines and rules for its use.

5 Pupils must only use the user name and password that they have been given. Pupils should not tell anyone their passwords.
6 Pupils should not download and use material or copy and paste content which is protected by copyright.  Most sites will allow the use of published materials for educational use. Teachers will give guidelines on how and when pupils should use information from the Internet. Pupil’s must not copy material and claim it is their own work (plagiarism). 
7 The Internet access provided in Belfield Community School has robust filtering to stop access to unsuitable material and is monitored by Remedian our IT supplier. As no filtering system can be 100% effective, it is important that parents are aware that users of the system are required to act responsibly. Under no circumstances should pupils attempt to view, upload or download any material that is likely to be unsuitable for children or schools.   Pupils have a responsibility to inform the member of staff supervising them if they have accidentally accessed inappropriate content.  Pupil’s must not send/email/post unsuitable or offensive comments or anything which could cause distress to another person.
8 Pupil’s must not buy or sell goods using the school network.


9 Pupil’s must not use social networking sites, instant messaging software e.g Facebook, Instagram, etc other than those approved by the school.


10 Pupils will be taught to respect the privacy of files of other users.  They will be taught not to enter, or attempt to enter without permission, the file areas of other pupils or staff. 

11 Parents are asked to explain the importance to their child of these rules for the safe use of the Internet and to sign and return to the school the Parental Permission Form.  No disks/storage devices from home can be used on systems in school.

12 It is the policy of the school not to identify individual children in photographs used in local newspapers or on the Internet.  For pictures used on websites any images used are of groups of pupils and pupils are not named.
13 Pupils will be taught that they must never give away their personal details while using the Internet.  Parents are also asked to speak to their children about the importance of staying safe online.  The Internet is a wonderful educational resource but there are adults that use it for ‘grooming’ .  For more information on keeping your child safe online speak to our ICT Coordinator or check out these resources:

BBC ChatGuide
www.bbc.co.uk/chatguide
Bullying Online
www.bullying.co.uk
CBBC-Stay safe
www.bbc.co.uk/cbbc/help/safesurfing
CEOP’s Thinkyouknow Cybercafe (KS2 pupil’s)
www.thinkyouknow.co.uk/cybercafe
Cyberquoll
www.cyberquoll.com.au
Cybersmart Kids Online
www.cybersmartkids.com.au
NetSmartzKids
www.netsmartzkids.org
Nett’y World
www.nettysworld.com.au

14 Any pupil who uses schools IT to bully or post inflammatory material will have their account removed.

15 Failure to comply with these rules will result in one or more of the following :

· A ban, temporary or permanent, on the use of the Internet at school. 

· A letter informing parents of the nature and breach of rules. 

· Appropriate sanctions and restrictions placed on future access to school facilities to be decided by the school. 
· Serious breeches may be reported to the Local authority and Greater Manchester Police.

If you do not understand any part of this “Acceptable Use Policy”, parents should ask a member of staff for guidance. You should only sign the Parental Permission Form when you have read, understood and have explained the importance of these rules to your son or daughter.
Passed by Belfield Community School Governors

September 2018PRIVATE

Page 2 of 2  Last updated September 2018

